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A recent survey of 300 senior executives found that
in the previous year." Additional
research from Gartner suggests most of these failures were caused by errors introduced by customers
and their understaffed IT departments.?

[ suspect . As networks have evolved, organizations
have added ports, protocols, interfaces, applications, devices, and services. They have connected on-
premise data centers to “the cloud” and then extended “the network” to encompass multiple clouds.

All these connections and assets have produced a network architecture that is incredibly fragmented
and challenging to manage.

One possible solution is to use automation to shift through the data and alerts and eliminate manual
processes and repetitive tasks. But which tools and strategies? IT executives I talk to often wonder
where to start.

With these questions in mind,
[ think these
are good first steps you can take to increase efficiency and security. See if you agree.
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